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ABSTRACT 

Among the most creative and thrilling advances in IT is the emergence 

of the Internet of Things (IoT). While networking technology have 

become more and more omnipresent over the last two decades, until  

recently the accessibility of conventional end-user machines, such as mainframes, laptop and 

desktop computers and tablets and smartphones was largely limited. The introduction of a 

much larger variety of gadgets into the network has been observed in recent years. This 

included automotive, domestic equipment, medical equipment, power meters and controllers, 

road lighting, traffic sensors, smart television systems and digital assistants such as Amazon 

Alexa and Google Home. Industry researchers predict that the number of network-connected 

devices and project devices currently exceeds 8 billion that is going to grow by 2020 to more 

than 25 billion. For the increasing use of these networks, new use cases of network 

technologies were allowed. Some experts predict that revenues of up to 13 trillion dollars will 

be reached by IoT by 2025. There may be an awesome deal of commotion proper now 

approximately the net of things or IoT devices and its effect on the whole lot from the way 

wherein we tour and do our buying to the way wherein makers reveal inventory. Anyhow, 

what's the net of factors? How can it work? What greater, is it true that substantial? Top 10 

security dangers and vulnerabilities’ what are the IOT threats?  What are IOT devices? These 

all things we will be discuss in this article, so keep reading. 
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Transfer and Storage. Lack of Device Management, Security Threats. IOT Devices, IOT 

Technology. 

 

INTRODUCTION 

Technological, economic and social significance is a significant topic. In conjunction with 

Internet access and efficient data processing capabilities, our methods of operating, living and 

behaving are translated through consumable goods, resilient products, cars and vehicles, 

Automotive and service parts, sensors and other everyday objects. The Internet and economic 

impact of IoT is impressive and some expectations of 100 billion connected IoT devices will 

increase to more than 11 billion dollars by 2025. The impact is also impressive. 

 

However, at around the same period, the Iot presents major challenges which may hinder the 

realization of its potential benefits. The public has already received attention from the 

headlines on hacking internet-connected devices, monitoring and privacy concerns. There are 

continuing technical challenges and there are new challenges to policy, law and development. 

 

In the light of conflicting predictions about their promises and dangers, the overview 

document helps the Internet Society community navigate the IOT dialog. IOT involves a 

wide range of complicated and interconnected ideas from various perspectives. Including key 

concepts as a basis for exploring IoT's opportunities and challenges, IOT factors, IOT 

challenges and their solutions, IOT threats, in which we include 10 most famous IOT threats, 

in the last section we add IOT devices and their related objects. 

 

Quality many people could decide on no longer to nor want to plunge into the bare crucial of 

IoT. On this segment, we're going to provide you with a trustworthy rationalization of the 

internet of factors and the way it impacts you. 

 

Earlier than we bounce in, observe that "The net of things" and "IoT" can and may be utilized 

reciprocally. Moreover, a speedy Tip to sound talented: abstain from pronouncing "the IoT". 

 

Securing Iot  

IoT also involves procurement of IoT-free gadgets or administrations such as 

instrumentation, communication organisations, and stockpiling and board expert information. 

The difficulty of acquiring these administrations as well as the lack of the name of the IoT 

will make it difficult for partners to see how many parts fit around. (Vavra, 2021). 
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IoT Security Threats  

People with IoT protection threats are not worrying. They are not alarming. There are 

genuine risks of IoT gadgets. Just a year ago, GitHub, Twitter, Netflix, Airbnb, and several 

other popular sites disconnected a progression of communicated rejection of administration 

(DDoS) attacks that began with a botnet of compromised IoT gadgets. 

 

The attack was possible because programmers were able to reach IoT targets, e.g. remote 

monitoring cameras, switches, bright Home Appliances, and other IP products that were then 

tinged with malware named Mirai. Mirai uses the default username and hidden key settings to 

make them transparent targets. Mirai used this approach. 

 

Regardless of a moderately unsophisticated methodology, the Mirai assault was 

Inconceivably effective due to the sheer number of IoT gadgets that the malware had the 

option to influence. What's more, as we keep on expanding the number of unprotected 

gadgets associated with the Internet, we give programmers developing purposes of passage.  

 

While the Mirai assault zeroed in generally on purchaser arranged IoT gadgets, a 

considerable number of business and mechanical IoT (IIoT) organizations are additionally 

powerless against network safety dangers. In spite of the fact that an espresso creator or home 

switch denounced any and all authority may essentially be an annoyance, a production line or 

oil stage's sensors going disconnected could be a significantly more genuine issue. IoT 

weaknesses additionally open associations to the prospects of huge monetary misfortunes 

coming about because of taken information or the disturbance of basic business measures. 

(IoT Security: Challenges and Solutions - Veridify, 2021). 

 

Top 10 IoT security dangers and weaknesses 

Before the finish of 2020, there will be 21B IoT (The Ultimate IoT Security Checklist – 

Particle Blog, 2021) gadgets around the world, making a gigantic organization of self-driving 

vehicles, associated energy frameworks, and keen machines. As imaginative organizations 

and item makers work towards this associated future, they should continually assess the 

dangers that accompany these enormous IoT security organizations. 

  

However, what is the greatest security hazards that are related to IoT organizations? In 2014, 

the Open Web Application Security Project, (OWASP Foundation | Open Source Foundation 

for Application Security, 2021) a volunteer local area of security experts, recognized the best 
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10 most basic security IoT dangers and distributed them to bring issues to light and help 

make a safer world. 

 

This rundown has been as of late refreshed for 2018, and that is the rendition we will zero in 

on in this article. At Particle, as a feature of our security and consistency programs, our 

security group oftentimes performs testing against different norms to ensure that we are 

considering each conceivable assault vector. This is only one of the numerous exercises we 

perform to guarantee we are giving the most secure IoT stage out there. 

  

That is the reason, in this post, we will clarify how our foundation tends to the weaknesses 

recognized by OWASP's Top 10 rundown. (Center and Topics, 2021)In this way, right away, 

we should tally down: 

 

1. Weak, Guessable, and Hardcoded Password 

In October 2016, a Mirai botnet (Fruhlinger, 2021) of IoT surveillance cameras, set-top 

boxes, switches, and comparable gadgets assaulted Dyne, an unmistakable area and specialist 

co-op. This Mirai botnet was included different IoT gadgets that utilized default frail 

certifications. Dyne went through a gigantic Internet blackout that cost a huge number of 

dollars in efficiency misfortunes alone. In the wake of the Dyne hack, numerous chiefs 

understood that they expected to think about Usefulness, however security and unwavering 

quality as key highlights of the IoT stages. 

  

The most ideal approach to evade feeble, guessable, passwords aren't depending on 

passwords by any stretch of the imagination. At Particle, our gadgets don't use nearby, or in 

any case, hardcoded passwords. All Particle gadgets are overseen solely through our Device 

Cloud, which makes it superfluous for each gadget to have its own secret phrase 

Scripting’s/IoTGoat, 2021. 

 

2. Insecure network services 

Many keen gadgets frequently have unneeded or uncovered organization administrations 

running on it. For example, open ports that give admittance to the working framework or 

different administrations on the gadget is a typical security imperfection. 

  

On brilliant gadgets, each open port gives another chance to a vindictive entertainer to access 

the gadget, so the point is to keep the quantity of open ports as little as conceivable to 

guarantee the littlest assault surface.  
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If you somehow managed to run a port sweep on some savvy gadgets, it is conceivable that 

the administrations running on there are more established than the individual who put the 

gadget on the organization. It's not incomprehensible for gadgets to run inheritance 

conventions like telnet, or plain content HTTP workers, each with different weaknesses that 

place the gadget in danger. 

  

A port sweep against a Particle gadget will uncover precisely zero open ports. That is on the 

grounds that we don't run any gadgets with open ports in any case. All availability from our 

gadgets occurs through our Device Cloud, which implies there is zero nearby assault surface 

presented to agitators effectively on an organization Center and Services, 2021. 

 

3. Insecure Ecosystem Interfaces 

Making sure about the gadget is a large portion of the fight. A protected IoT arrangement 

expects security to reach out past the gadget to the entirety of the different administrations 

and parts that it's speaking with. This incorporates the different programming components 

that make the associated gadget open and usable by the purchaser. Think APIs, versatile, and 

web applications that permit clients to associate with their gadgets. 

  

OWASP concepts are routinely tested against our biological interface system, the Particle 

Computer Cloud. We also work closely with security scientists to solve all issues inside the 

System Cloud through our mindful revelation programme. The normal passage of the Particle 

System Cloud also involves sound access controls, including double factor verifications and 

job-based entry to objects. (Paul, 2021). 

 

4. Lack of secure update Mechanism 

A vital bit of leeway of an associated gadget (versus a detached gadget) is that it very well 

may be refreshed remotely as long as the correct usefulness (like OTA firmware refreshes) is 

set up. OTA firmware refreshes give organizations the opportunity to emphasize and develop 

their item in manners that would've been unbelievable a couple of years prior. The capacity to 

distantly refresh firmware makes the ways for the capacity to present new highlights, and 

squash bugs; a lot to the enjoyment of shoppers. 

 

Nonetheless, the compromise is that firmware refreshes should be done safely and 

dependably, over encoded channels, and in a way that doesn't leave a gadget, inert should 

update neglect to finish completely. The Particle Device Cloud permits groups to push 
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firmware refreshes thusly, over scrambled correspondences conventions. The Particle Device 

OS incorporates systems to guarantee bombed firmware refreshes don't make a gadget 

become inaccessible Boehm, 2021. 

 

5. Use of insecure or outdated components 

Data security is a steady competition to keep steady over newfound weaknesses in the diverse 

programming libraries that are utilized by a given item or administration. One just needs to 

recollect huge weaknesses like Heartbleed (OpenSSL, 2014) and Shellshock (Bash, likewise 

2014) to review how fast fixing of weak segments is a basic action. 

 

Both Heartbleed and Shellshock were huge weaknesses that put a very huge number of 

gadgets in danger since they showed up in ordinarily utilized programming libraries. Security 

groups needed to scramble to guarantee these weaknesses were fixed before they were abused 

with annihilating impact. 

  

At Particle, we address this security weakness in a couple of various ways. 

 We as often as possible run static code examination to decide whether we are utilizing 

libraries with known blemishes. These would then be able to be refreshed and taken out 

from our administrations.  

 We perform weakness checking inside our gadget cloud, as a second disclosure vector.  

 Lastly, our Particle Device OS is open source, implying that anybody can report and help 

us address found and expected weaknesses. (2021) 

 

6. Insufficient privacy protection 

Individual data is something other than information. Whenever misused, either deliberately or 

coincidentally, it can significantly affect the lives and jobs of people. The issue is savvy 

gadgets can gather a lot of information about the organizations they are on, and the people 

utilizing them.  

 

To guarantee we're continually making the best choice with data that goes through our 

frameworks, Particle has set up a security program that has been autonomously approved by a 

main outsider review firm. 

 

Our consistency with the enactment, for example, CCPA and GDPR have been autonomously 

checked also. We are dynamic members of the EU-US security shield program, which gives 

protection to EU residents concerning the treatment of their own data. 
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7. Insecure data transferred and storage 

Each time information gathered by a shrewd gadget gets across an organization or is put 

away in another area, the potential for it to be undermined increments. To defeat these 

dangers, Particle has instituted several pertinent controls. 

  

To begin with, all interchanges that happen on the stage utilize the protected DTLS 

convention, which guarantees that network correspondences are constantly scrambled. Public 

key cryptography, a vigorous encryption philosophy that depends on private and public keys, 

as opposed to hard-coded insider facts, is utilized to validate a Particle gadget to the gadget 

cloud.  

 

Furthermore, we don't store any information that we don't have to convey to our 

administration. Client data is gone through the Device Cloud, and not held by Particle. We 

don't store any by and by recognizable data or information that could be utilized to bargain 

items or clients in the Device Cloud. (Require secure transfer to ensure secure connections - 

Azure Storage, 2021) 

 

8. Lack of device management 

You can't make sure about gadgets you don't have any acquaintance with you have. Gadget 

the executives is a basic, yet normally disregarded part of security.  

 

Such countless gadgets are brought outside of true obtainment programs and set on 

organizations in an unmanaged style. The Particle Device Cloud comfort deals with this issue 

by going about as a war room for shrewd gadget armadas. In the Device Console, you can see 

all your associated resources in a single place and have a total outline of first forms and other 

significant measurements like gadget wellbeing. There will be nothing unexpected 

disclosures of unmanaged gadgets. Keeping a safe, verified association with the Particle 

Cloud gives you certainty to convey firmware and issue orders to your gadgets. (Hamilton, 

2021) 

 

9. Insecure default settings 

A lot of gadgets transport with a progression of excessively lenient settings to diminish 

organization grating. Neighbourhood administrations and programming running as root, for 

instance. On top of this, they may likewise permit privately associated clients to handicap 

certain security highlights and make gadgets less secure than when they showed up.  
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A Particle gadget doesn't open such settings to nearby clients, all administration happens 

through the Device Cloud support, which means gadget proprietors don't need to stress over 

end clients adjusting settings without their insight. 

  

A conveyed gadget can't have programming meddled with, which means you can have 

confidence that your gadget design will be the equivalent on day 100, all things considered on 

day 1. Molecule's start to finish Device Cloud arrangement permits you to guarantee gadget 

uprightness all through the gadget lifecycle. (Security, 2021) 

 

10. Lack of physical Hardening 

There is a well-known axiom that goes if an assailant has actual admittance to their objective, 

it has just been hacked.  

 

People like to void guarantees, tear open nooks, and bind their own associations with 

equipment to acquire knowledge of what is happening on a given gadget. Therefore, actual 

equipment access is quite possibly the main security difficulties to survive.  

 

Molecule gadgets influence an implanted microcontroller to extraordinarily diminish the 

assault surface accessible to equipment programmers. Given that Particle is liable for 

overseeing both the equipment and programming components of an answer (through Device 

Cloud) were likewise ready to recognize pointers of gadgets being undermined at the 

equipment level. For instance, cloned gadget identification, and gadgets acting anomalously 

(What is Systems Hardening? 2021). 

 

CONCLUSION 

So there you have, an once-over of the best 10 security weaknesses distinguished by 

OWASP, and how we at Particle approach moderating the weaknesses recorded. One of our 

most loved 'securities', and one that is especially pertinent here, goes this way, "security is an 

excursion, not an objective". With regards to security, there is no 'awesome', we're 

continually endeavouring to improve things. We should keep steady over new and advancing 

security issues as they emerge, and assets like the OWASP Top 10 for IoT, are incredibly 

helpful benchmarks for doing exactly that. As you’re confided in accomplice, Particle will 

keep on doing exactly that, for your benefit. And we also share the IOT devices and IOT 

threats, Iot challenges and their solutions and so on we hope that this content work will be  

helpful for you. 



www.wjert.org                         ISO 9001 : 2015 Certified Journal       

Fahad.                                             World Journal of Engineering Research and Technology 

  

 

 

 

193 

REFERENCES 

1. IoT for All. 2021. What Is Iot? - A Simple Explanation of the Internet of Things. [online] 

Available at: https://www.iotforall.com/what-is-iot-simple-explanation.  

2. Leverege.com. 2021. Introduction to Iot | What Is Iot. [online] Available at: 

https://www.leverege.com/iot-ebook/what-is-iot.    

3. Ibm.com. 2021. Internet of Things. [online] Available at: 

https://www.ibm.com/cloud/internet-of-things. 

4. Clark, J., 2021. What Is The Internet Of Things, And How Does It Work? [online] 

Business Operations. Available at: https://www.ibm.com/blogs/internet-of-things/what-is-

the-iot/. 

5. Clark, J., 2021. Iot Use Cases: The Internet of Things in Action. [online] Business 

Operations. Available at: https://www.ibm.com/blogs/internet-of-things/iot-use-cases/.   

6. IoT Agenda. 2021. What Is Iot (Internet Of Things) And How Does It Work? [online] 

Available at: https://internetofthingsagenda.techtarget.com/definition/Internet-of-Things-

IoT.    

7. Burgess, M., 2021. What Is The Internet Of Things? WIRED Explains. [online] WIRED 

UK. Available at: https://www.wired.co.uk/article/internet-of-things-what-is-explained-

iot.   

8. Reynolds, M., 2021. Six Internet of Things Devices That Really Shouldn't Exist. [online] 

WIRED UK. Available at: https://www.wired.co.uk/article/strangest-internet-of-things-

devices.    

9. Burgess, M., 2021. Chinese Iot Firm Recalls 4.3 Million Connected Cameras After Giant 

Botnet Attack. [online] WIRED UK. Available at: 

https://www.wired.co.uk/article/internet-down-dyn-october-2016.  

10. Techcrunch.com. 2021. TechCrunch Is Now A Part Of Verizon Media. [online] Available 

at: https://techcrunch.com/2017/04/20/microsoft-launches-new-iot-services-for-the-

enterprise/?ncid=rss.    

11. Bsigroup.com. 2021. Internet of Things - Creating Best Practice, Sharing New 

Opportunities and Tackling Global Iot Challenges. [online] Available at: 

https://www.bsigroup.com/en-GB/industries-and-sectors/Internet-of-Things/.    

12. BBC News. 2021. Parents Urged To Boycott Vetch Toys After Hack. [online] Available 

at: https://www.bbc.com/news/technology-35532644.    

13. Plant Engineering. 2021. Six Iot Benefits for an Organization. [online] Available at: 

https://www.plantengineering.com/articles/six-iot-benefits-for-an-organization/.    

https://www.iotforall.com/what-is-iot-simple-explanation
https://www.leverege.com/iot-ebook/what-is-iot
https://www.ibm.com/cloud/internet-of-things
https://www.ibm.com/blogs/internet-of-things/what-is-the-iot/
https://www.ibm.com/blogs/internet-of-things/what-is-the-iot/
https://www.ibm.com/blogs/internet-of-things/iot-use-cases/
https://internetofthingsagenda.techtarget.com/definition/Internet-of-Things-IoT
https://internetofthingsagenda.techtarget.com/definition/Internet-of-Things-IoT
https://www.wired.co.uk/article/internet-of-things-what-is-explained-iot
https://www.wired.co.uk/article/internet-of-things-what-is-explained-iot
https://www.wired.co.uk/article/strangest-internet-of-things-devices
https://www.wired.co.uk/article/strangest-internet-of-things-devices
https://www.wired.co.uk/article/internet-down-dyn-october-2016
https://techcrunch.com/2017/04/20/microsoft-launches-new-iot-services-for-the-enterprise/?ncid=rss
https://techcrunch.com/2017/04/20/microsoft-launches-new-iot-services-for-the-enterprise/?ncid=rss
https://www.bsigroup.com/en-GB/industries-and-sectors/Internet-of-Things/
https://www.bbc.com/news/technology-35532644
https://www.plantengineering.com/articles/six-iot-benefits-for-an-organization/


www.wjert.org                         ISO 9001 : 2015 Certified Journal       

Fahad.                                             World Journal of Engineering Research and Technology 

  

 

 

 

194 

14. Vavra, C., 2021. Six Iot Implementation Challenges and Solutions. [online] Control 

Engineering. Available at: https://www.controleng.com/articles/six-iot-implementation-

challenges-and-

solutions/#:~:text=Six%20IoT%20implementation%20challenges%20and%20solutions%

20The%20Internet,from%20management.%20By%20Nicole%20Dyess%20October%201

5%2C%202018.    

15. Donnan, B., 2021. 7 Critical Iot Security Challenges (And Their Solutions) | 

Option3ventures. [online] Option3Ventures. Available at: 

https://option3ventures.com/iot-security-challenges/.   

16. Veridify. 2021. Iot Security: Challenges And Solutions - Veridify. [online] Available at: 

https://veridify.com/iot-security-challenges-solutions/.    

17. Particle Blog. 2021. The Ultimate Iot Security Checklist – Particle Blog. [online] 

Available at: https://blog.particle.io/iot-security/.    

18. Owasp.org. 2021. OWASP Foundation | Open Source Foundation for Application 

Security. [online] Available at: https://owasp.org/.   

19. Center, S. and Topics, G., 2021. OWASP Top 10. [online] Wiki.crashtest-security.com. 

Available at: https://wiki.crashtest-security.com/owasp.    

20. GitHub. 2021. Scripting’s/Iotgoat. [online] Available at: 

https://github.com/scriptingxss/IoTGoat/blob/71c2fe59e6297e1364c7b6d9d7abbf706eb5e

37d/Examples/Weak%2C%20Guessable%2C%20or%20Hardcoded%20Passwords.md.   

21. Fruhlinger, J., 2021. The Mirai Botnet Explained: How Iot Devices Almost Brought 

Down The Internet. [online] CSO Online. Available at: 

https://www.csoonline.com/article/3258748/the-mirai-botnet-explained-how-teen-

scammers-and-cctv-cameras-almost-brought-down-the-internet.html.    

22. Center, S. and Services, I., 2021. Insecure Network Services (Open Port Scanner). 

[online] Wiki.crashtest-security.com. Available at: https://wiki.crashtest-

security.com/insecure-network-services-open-port-scanner.    

23. Paul, F., 2021. Top 10 Iot Vulnerabilities. [online] Network World. Available at: 

https://www.networkworld.com/article/3332032/top-10-iot-vulnerabilities.html.   

24. Boehm, E., 2021. The Top Iot Vulnerabilities In Your Devices - Key factor. [online] 

Blog.keyfactor.com. Available at: https://blog.keyfactor.com/top-iot-vulnerabilities.    

25. 2021. [online] Available at: https://www.openbusinesscouncil.org/synopsys-research-

highlights-pervasive-use-outdated-insecure-third-party-software-components/.    

https://www.controleng.com/articles/six-iot-implementation-challenges-and-solutions/#:~:text=Six%20IoT%20implementation%20challenges%20and%20solutions%20The%20Internet,from%20management.%20By%20Nicole%20Dyess%20October%2015%2C%202018
https://www.controleng.com/articles/six-iot-implementation-challenges-and-solutions/#:~:text=Six%20IoT%20implementation%20challenges%20and%20solutions%20The%20Internet,from%20management.%20By%20Nicole%20Dyess%20October%2015%2C%202018
https://www.controleng.com/articles/six-iot-implementation-challenges-and-solutions/#:~:text=Six%20IoT%20implementation%20challenges%20and%20solutions%20The%20Internet,from%20management.%20By%20Nicole%20Dyess%20October%2015%2C%202018
https://www.controleng.com/articles/six-iot-implementation-challenges-and-solutions/#:~:text=Six%20IoT%20implementation%20challenges%20and%20solutions%20The%20Internet,from%20management.%20By%20Nicole%20Dyess%20October%2015%2C%202018
https://www.controleng.com/articles/six-iot-implementation-challenges-and-solutions/#:~:text=Six%20IoT%20implementation%20challenges%20and%20solutions%20The%20Internet,from%20management.%20By%20Nicole%20Dyess%20October%2015%2C%202018
https://option3ventures.com/iot-security-challenges/
https://veridify.com/iot-security-challenges-solutions/
https://blog.particle.io/iot-security/
https://owasp.org/
https://wiki.crashtest-security.com/owasp
https://github.com/scriptingxss/IoTGoat/blob/71c2fe59e6297e1364c7b6d9d7abbf706eb5e37d/Examples/Weak%2C%20Guessable%2C%20or%20Hardcoded%20Passwords.md
https://github.com/scriptingxss/IoTGoat/blob/71c2fe59e6297e1364c7b6d9d7abbf706eb5e37d/Examples/Weak%2C%20Guessable%2C%20or%20Hardcoded%20Passwords.md
https://www.csoonline.com/article/3258748/the-mirai-botnet-explained-how-teen-scammers-and-cctv-cameras-almost-brought-down-the-internet.html
https://www.csoonline.com/article/3258748/the-mirai-botnet-explained-how-teen-scammers-and-cctv-cameras-almost-brought-down-the-internet.html
https://wiki.crashtest-security.com/insecure-network-services-open-port-scanner
https://wiki.crashtest-security.com/insecure-network-services-open-port-scanner
https://www.networkworld.com/article/3332032/top-10-iot-vulnerabilities.html
https://blog.keyfactor.com/top-iot-vulnerabilities
https://www.openbusinesscouncil.org/synopsys-research-highlights-pervasive-use-outdated-insecure-third-party-software-components/
https://www.openbusinesscouncil.org/synopsys-research-highlights-pervasive-use-outdated-insecure-third-party-software-components/


www.wjert.org                         ISO 9001 : 2015 Certified Journal       

Fahad.                                             World Journal of Engineering Research and Technology 

  

 

 

 

195 

26. Docs.microsoft.com. 2021. Require Secure Transfer To Ensure Secure Connections - 

Azure Storage. [online] Available at: https://docs.microsoft.com/en-

us/azure/storage/common/storage-require-secure-transfer.    

27. Hamilton, D., 2021. The Future of Iot Device Management. [online] Network World. 

Available at: https://www.networkworld.com/article/3258812/the-future-of-iot-device-

management.html.    

28. Security, P., 2021. Default Settings = Insecure Settings. [online] Panda Security Media 

enter. Available at: https://www.pandasecurity.com/en/mediacenter/security/default-

settings-insecure/.    

29. Beyondtrust.com. 2021. What Is Systems Hardening? [online] Available at: 

https://www.beyondtrust.com/resources/glossary/systems-hardening.     

30. Owasp.org. 2021. OWASP Internet of Things. [online] Available at: 

https://owasp.org/www-project-internet-of-things/#tab=ICS_2FSCADA.     

31. I-SCOOP. 2021. IoT technology stack - IoT devices, sensors, gateways and platforms. 

[Online] Available at: https://www.i-scoop.eu/internet-of-things-guide/iot-technology-

stack-devices-gateways-platforms/.  

32. I-SCOOP. 2021. Building management systems and integrated building management. 

[Online] Available at: https://www.i-scoop.eu/building-management-building-

management-systems-bms/. [Accessed 27 January 2021]. 

33. IoT Agenda. 2021. What are IoT devices? [Online] Available at: 

https://internetofthingsagenda.techtarget.com/definition/IoT-device.  

34. I-SCOOP. 2021. IoT endpoints 2020: the industries and use cases driving growth. 

[Online] Available at: https://www.i-scoop.eu/internet-of-things-guide/iot-endpoints-

2020/.  

35. I-SCOOP. 2021. The Internet of Things (IoT) in the retail industry - evolutions and use 

cases. [Online] Available at: https://www.i-scoop.eu/internet-of-things-guide/internet-

things-retail-industry/ 

36. I-SCOOP. 2021. Global sensor market forecast 2022: IoT and wearables as drivers. 

[Online] Available at: https://www.i-scoop.eu/global-sensor-market-forecast-2022/.  

37. Progressive Automations. 2021. Actuators: what is it, definition, types and how does it 

work. [Online] Available at: https://www.progressiveautomations.com/pages/actuators.    

38. 2021. [Online] Available at: <https://www.ericsson.com/en/edge-

computing?gclid=CjwKCAiAu8SABhAxEiwAsodSZF6OeBP5tUpQZ9kDBgUwGpPQN

Lo88CFR6tpz8JN9YjRjPVWmpsFgihoCwbQQAvD_BwE&gclsrc=aw.ds>. 

https://docs.microsoft.com/en-us/azure/storage/common/storage-require-secure-transfer
https://docs.microsoft.com/en-us/azure/storage/common/storage-require-secure-transfer
https://www.networkworld.com/article/3258812/the-future-of-iot-device-management.html
https://www.networkworld.com/article/3258812/the-future-of-iot-device-management.html
https://www.pandasecurity.com/en/mediacenter/security/default-settings-insecure/
https://www.pandasecurity.com/en/mediacenter/security/default-settings-insecure/
https://www.beyondtrust.com/resources/glossary/systems-hardening
https://owasp.org/www-project-internet-of-things/#tab=ICS_2FSCADA
https://www.i-scoop.eu/internet-of-things-guide/iot-technology-stack-devices-gateways-platforms/
https://www.i-scoop.eu/internet-of-things-guide/iot-technology-stack-devices-gateways-platforms/
https://www.i-scoop.eu/building-management-building-management-systems-bms/
https://www.i-scoop.eu/building-management-building-management-systems-bms/
https://internetofthingsagenda.techtarget.com/definition/IoT-device
https://www.i-scoop.eu/internet-of-things-guide/iot-endpoints-2020/
https://www.i-scoop.eu/internet-of-things-guide/iot-endpoints-2020/
https://www.i-scoop.eu/internet-of-things-guide/internet-things-retail-industry/
https://www.i-scoop.eu/internet-of-things-guide/internet-things-retail-industry/
https://www.i-scoop.eu/global-sensor-market-forecast-2022/
https://www.progressiveautomations.com/pages/actuators

